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LOGMORE PRIVACY POLICY 

In this Privacy Policy Logmore Oy described the collection, usage and storage and sharing 
practices of personal data in respect of Logmore’s Service at web.logmore.com. 

1. Data controller 

The data controller is: 

Logmore Oy (“Logmore”) 
Korkeavuorenkatu 35, FI-00130 Helsinki 
privacy@logmore.com 

2. What personal data Logmore collects? 

The personal data Logmore collects on the Service, can be grouped into two categories: 

1. User authentication and contact information. Logmore collects this 
personal data directly from the users. For example, when a user registers his/her 
user account on the service his/her name, user name, address, email address and 
other such information, necessary to authenticate and to contact the user is 
collected. 

2. Scan event related data. Logmore collects this personal data when a Logmore 
data logger is scanned (and scanned data is transmitted to the Service). For 
example, when a user scans a data logger with his/her mobile device, his/her 
mobile device’s IP address is collected.  The IP address is, however, not directly 
identifiable information.  

3. How Logmore may use personal data and the lawful basis for that 

Logmore uses personal data to comply with legal and contractual obligations, which it 
may have. For example, Logmore may use personal data for providing products and 
services and for thereto related communication and marketing. Logmore may use 
personal data also to create aggregated and anonymous statistics for testing and 
development of new products and services. 

The basis for the processing can be consent and/or legitimate interest. Logmore has 
the legitimate interest related to the following purposes: enabling the scanner to scan 
Logmore data logger’s data and to transmit it to the Service, analysis of how the data 
loggers are used, to fulfil compliance requirements, and to exercise of legal claims, as 
allowed under the applicable laws. 

4. Who Logmore may disclose personal data to? 

Logmore does not sell, lease or otherwise disclose personal data to third parties unless 
otherwise stated below. 

Within the limits of the applicable legislation, Logmore may share personal data with 
third parties that perform services for Logmore for the purposes of provision of the 
products and services. This may include, for example, provision of software service and 
customer service. 
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5. Is data transferred to countries outside of EU 

Logmore may transfer personal data outside the EU. In such cases Logmore ensures 
that a legal basis for such transfer exists and that adequate protection of personal data 
is provided by the applicable law. 

6. How long does Logmore processes data? 

Logmore processes personal data for as long as the customer relationship continues 
and until the end of the calendar year following the seventh year thereafter. In addition 
to this, Logmore may process personal data for e.g. tax or legal purposes or due to an 
extraordinary long-term commitment for as long as necessary and justified. 

7. Exercising rights 

All rights can be exercised by contacting Logmore (privacy@logmore.com). The 
company will give further instructions on how to exercise specific rights. In this 
respect, Logmore notes that the following rights exist: 

- The right to receive information about data subject’s personal data Logmore 
processes. 

- The right to obtain rectification of inaccurate personal data. 

- The right to obtain erasure of or restriction of processing of personal data when the 
preconditions are met. 

- The right to object processing of personal data. 

- The right to data portability. 

8. Withdrawing consent 

A possible consent can be withdrawn by contacting privacy@logmore.com. 

9. Decisions based on automated processing 

Logmore does not make decisions based solely on automated processing. 

10. Complaints 

If you suspect a breach of data protection legislation, please contact 
privacy@logmore.com first. In the event you have concerns or remarks regarding 
legality of personal data processing, you may lodge a complaint with a competent local 
data protection supervisory authority. 

*** 

 


